Allegato 9- Formati di File e Riversamento dell’Ente

Sommaria e non esaustiva catalogazione dei piu diffusi formati di file e pacchetti che "’Ente gestisce:

Documenti impaginati: PDF, Microsoft® OOXML (.docx) e Word (.doc), OpenDocument Text (.odt),
Rich-Text Format (.rtf), Adobe " ;

Ipertesti: XML, dialetti e schemi XML (.xsd, .xsl), HTML (.html, .htmj};

Dati strutturati: SQL, CSV, Microsoft® OOXML (.accdb) e Access (.mdb), OpenDocument Database
(.odb), JSON, Linked OpenData (.json-ld), JWT;
Postaelettronica: .eml,

Fogli di calcolo:Microsoft® OOXML (.xlsx) e Excel (.xls), OpenDocument Spreadsheet (.ods);

Presentazioni multimediali: Microsoft® OOXML (.pptx) e PowerPoint (.ppt), OpenDocument
Presentation (.odp);

Immagini raster: JPEG (.jpg, .jpeg), TIFF (.tif, .tiff), PNG, GIF,

Immagini vettoriali e modellazione digitale: SVG, Adobe® Illustrator® (.ai), Encapsulated PostScript™
(-eps);

Suono: Waveform RIFF / Broadcast Wave (.wav, .bwf), MP3, audio RAW (.pcm, .raw, .snd), AIFF (.aiff,
.aifc,

.aif), FLAC, MusicXML™ (.music.xml), MIDI (.mid); molteplici codec audio;

Video: formativideo delle famiglie MPEG2 e MPEG4; molteplici codec video;
Contenitori multimediali: MP4, MXF, MPEG2 Transport/Program Stream (.vob, .ts, .ps), AVI RIFF (.avi),
Matroska (.mkv), QuickTime (.mov, .qt), WebM;

Archivicompressi: TAR, ZIP, GZIP, 7-Zip (.7z), RAR, TAR compresso (.tgz, .t7z, =)

Applicazioni crittografiche: certificati elettronici (.cer, .crt, .pem), chiavi crittografiche (.pkix, .pem),
marcature temporali elettroniche (.tsr, .tsd, .tst), impronte crittografiche (.sha1, .sha2, .md5, ...); per le
firme e i sigilli elettronici avanzati: buste crittografiche XAdES (.xml), CAdJES (.p7m, .p7s), PAdES (.pdf),
contenitori ASiC (.zip); KDM (.kdm.xml).



